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Enter login ID and password, then Tap 
‘Login’ or may login with FaceID/Fingerprint.

Step 1

Select ‘Set Up Now’ to enable the 2FA 
authentication to your account. User may 
choose to skip as well for now, but it will be 
compulsory to enable 2FA in future.

The user will need to read the Terms and 
Conditions for Digital Token and Agree to 
proceed.

Log in to the
Krungsri Securities iGlobal App

Choose to setup and activate the 2FA Read the Term and Condition
of Digital Token

A token will be sent to user registered mobile 
number via SMS, user will need to key in the 
token and activate within 2 mins before token 
expired.

Confirmation on the
registered mobile number

Enter SMS token to verify user identity
Start 2FA registration process,

by installing the Google Authenticator app

Step 2 Step 3

Step 4 Step 5 Step 6



User will need to redirect to Google 
Authenticator, and may copy the 6 digit of 
OTP password

Once Installation is successful,
tap on QRCode/Copy the text code line

Upon tap on QR Code,
will redirect to Google Authenticator

Input/Paste the OTP from
Google Authenticator

Login Successful

Step 7 Step 8

Step 9 Step 10

User will need to redirect to Google 
Authenticator, and may copy the 6 digit of 
OTP password


